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Assurance Research Series 01

Digital Project Success

This series engages researchers  
from academia on issues influencing  
the performance of digital projects. 
These projects play a vital role in  
allowing Australia to seize the 
opportunities presented by new 
technologies.

The DTA works across the Australian 
Government to support the successful 
design and delivery of digital projects.  
Our work includes managing the 
assurance system which drives good 
decision-making and seeks to create  
the conditions each project needs  
to succeed. 

This research series is part of the  
DTA’s commitment to ensure the 
Australian Government achieves  
nothing less than excellence in  
digital project design and delivery. 

A collaboration

The Digital Transformation Agency (DTA)

The Digital Transformation Agency (DTA) 
is the Australian Government’s trusted 
advisor for its digital transformation agenda. 
The DTA’s mandate is to provide strategic 
advice, coordination and assurance across 
the Australian Government’s portfolio of 
digital projects.

John Grill Institute for Project Leadership,  
The University of Sydney

The John Grill Institute for Project 
Leadership conducts breakthrough 
research into project leadership, delivers 
world-leading executive education and 
works with industry, government and 
communities to shape future projects and 
their outcomes. 

Disclaimer: This document was produced 
in June 2024 as a collaboration between 
the DTA and the University of Sydney based 
on contemporary events and research 
findings. The intent of this version is that it 
is used as guidance and facilitates broader 
dissemination and feedback.
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Background  
and Purpose

The DTA engages across the digital project lifecycle 
to support, advise and coordinate the government’s 
digital and ICT-enabled investments via the six states 
of the Investment Oversight Framework (IOF). State 4 
(Assurance) of the IOF aims to provide assurance to 
government that approved digital projects are on-track 
to deliver expected outcomes and benefits – including by 
ensuring projects plan for and implement fit-for-purpose 
assurance activities to support good decision-making 
throughout delivery.

The DTA engaged the John Grill Institute for Project 
Leadership at The University of Sydney to contribute to a 
research series aimed at eliciting best practice guidance 
to maximise the rate of digital project success.  

As the first topic in this series, this paper and the guidance 
within supports independent assurers tasked with 
assurance activities that review and assign Delivery 
Confidence Assessment (DCA) ratings for digital projects. 

The primary purpose of this document is to help improve 
the consistency and understanding of DCA ratings for 
digital projects. Specifically, this publication is intended to: 

•	 address the unique challenges and issues faced by 
digital projects

•	 outline inputs and focus areas that assurance 
reviewers could use to determine DCA ratings

•	 provide general tolerance levels for each rating 
category

•	 uplift capability and understanding of DCA 
ratings for the people who use them, including 
Senior Responsible Owners (SROs) and steering 
committees. 

The primary audience for this guidance consists of:

•	 Departments and agencies (agencies) and 
Independent Assurance Providers (IAPs) engaged by 
agencies

•	 Senior Responsible Officials (SROs) within agencies 
who are accountable for digital projects 

•	 Governance Boards and Steering Committees 
overseeing digital projects

•	 Central agencies of the government (such as the DTA) 
who rely on DCAs to form advice to government.
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What are Delivery Confidence  
Assessment (DCA) ratings  
and how are they used?

Delivery Confidence Assessment (DCA) ratings result 
from independent assurance activities that agencies 
conduct to assess the confidence level of the project 
delivering successfully. Assurance activities are defined as 
independent and objective assessments and evaluations 
undertaken by people and entities separate to the delivery 
team and the Senior Responsible Officer (SRO). While not 
every assurance activity will produce a DCA rating, every 
DCA rating will have an associated assurance activity that 
informs the rating. 

The Assurance Framework for Digital and ICT 
Investments requires that regular assurance activities are 
conducted to produce a DCA. These ratings are crucial to 
provide an indication of an investment’s overall trajectory 
to deliver on intended outcomes and benefits. The DTA 
draws heavily on assurance information to inform and 
focus its oversight and engagement across the portfolio 
of in-flight digital and ICT investments. These ratings 
also form a key input to the DTA’s advice and reporting to 
government.

Consistency in how DCAs are defined is critical to the 
effectiveness of key decisions by project governance 
forums and to the DTA’s oversight and advice. Assurance 
activities that require the inclusion of a DCA rating in 
reports provided to the DTA must use the agreed ratings 
below, as seen in the Assurance Framework. They should 
also instil confidence the DCA rating being awarded is 
unbiased, rigorous and evidence based.

DCA Rating Description

High Successful delivery of the investment to time, cost, quality standards and benefits  
realisation appears highly likely and there are no major outstanding issues that at this  
stage appear to threaten delivery significantly.

Medium 
High

Successful delivery of the investment to time, cost, quality standards and benefits  
realisation appears probable however constant attention will be needed to ensure risks  
do not become major issues threatening delivery.

Medium Successful delivery of the investment against budget, schedule, scope and benefits, appears feasible 
but significant issues already exist, requiring management attention. These appear resolvable at this 
stage and, if addressed promptly, should not present a cost/schedule overrun or loss/delay of benefits.

Medium 
Low

Successful delivery of the investment requires urgent action to address major risks or issues in 
a number of key areas. Changes to budget, schedule, scope or benefits may be necessary if the 
investment is to be delivered successfully.

Low Successful delivery of the investment requires changes to budget, schedule, scope or benefits.  
There are major issues with investment definition, schedule, budget, quality and/or benefits delivery, 
which don't appear to be manageable or resolvable without such changes being made.

https://www.dta.gov.au/sites/default/files/2022-12/Assurance%20Framework_DTA_V2.1_091222_ACC.pdf
https://www.dta.gov.au/sites/default/files/2022-12/Assurance%20Framework_DTA_V2.1_091222_ACC.pdf
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Relevant  
DTA Policies

The DTA owns whole-of-government digital policies that 
provide direction to agencies about how they should 
approach particular aspects of digital and ICT investment, 
design and delivery, including requirements, when 
the policy must be applied and exemptions for certain 
circumstances. 

This guidance on DCA ratings also references relevant 
DTA whole-of-government policies throughout to inform 
assurance providers and other stakeholders of the 
policies that may be applicable to the investment under 
review. 

The policies considered within this guidance are a 
selection of DTA-owned policies relevant to the identified 
focus areas and inputs to a DCA. The policies referenced 
are not intended to be an all-encompassing list of digital 
policies, but rather a select reference of applicable  
DTA-owned policies for digital and ICT investments. 

For more information on digital policies  
and standards, the following links have been  
added to relevant sections of this document.  
(In order of appearance): 

Benefits Management Policy for  
Digital and ICT-Enabled Investments

Assurance Framework  
for Digital & ICT Investments 

Digital Experience Policy

Digital Sourcing Policy

Artificial Intelligence in government 

Australian Government Architecture

https://www.dta.gov.au/sites/default/files/2024-01/BMP_V1_DTA.pdf
https://www.dta.gov.au/sites/default/files/2024-01/BMP_V1_DTA.pdf
https://www.dta.gov.au/sites/default/files/2022-12/Assurance%20Framework_DTA_V2.1_091222_ACC.pdf
https://www.dta.gov.au/sites/default/files/2022-12/Assurance%20Framework_DTA_V2.1_091222_ACC.pdf
https://www.digital.gov.au/policy/digital-experience
https://www.dta.gov.au/government-architecture/strategies-policies-standards/policies#digital_sourcing_policy
https://www.digital.gov.au/policy/ai?utm_source=dta.gov.au&utm_medium=blog&utm_campaign=AI%20policy%20launch
https://architecture.digital.gov.au/


What are the focus areas  
and inputs to a DCA?

Our guidance on DCA ratings is 
based on the factors that have 
been found to be significant in 
the success and failure of digital 
projects.1 These include:

•	 Transformation Vision
	- Purpose, Business Case  

and  Benefits

•	 Governance and Leadership
	- Executive Support and 

Governance Effectiveness

•	 Capability and Engagement
	- Resource Management  

and Capability  
	- Stakeholder Engagement

•	 Delivery Management
	- Schedule
	- Cost and Finance
	- Scope and Change Control
	- Risk Management   
	- Commercial Management

•	 Solution
	- Technology
	- Solution Context
	- Deployment and  

Sustainability.

Assurance activities are typically a 
summative assessment at a point in 
time in a project lifecycle. A DCA is a 
predictive assessment based on the 
current state and trajectory of  
the project.  

The topics and deliverables required 
to make an assessment can vary. 
It is recommended that assessors 
observe the project in action by 
attending stand-up meetings or board 
meetings and review live project 
documentation. For example, an 
assessor of an agile project may find 
it appropriate to assess a project 
through reference to observing agile 
artefacts and ceremonies rather 
than only consuming more traditional 
project documentation. The list of 
example documents that could be 
assessed during an assurance review 
to determine the delivery confidence 
of an investment include:

•	 business case – original and most 
recently approved version

•	 program/project overview 
including objectives, key policy 
assumptions, background material

•	 benefits management strategy

•	 assurance report that informed 
the DCA

•	 program/project budget 
documentation 

•	 program/project timeline, showing 
critical path, dependencies and 
key milestones

•	 risk matrix and risk management 
approach

•	 resource plans 

•	 implementation plans

•	 stakeholder impact assessment 
and communication plan

•	 list of other entities involved in the 
program/project

•	 governance model including 
papers and minutes from any 
steering or program / project 
management committees, Terms 
of Reference and documented 
roles and responsibilities

•	 issues log

•	 change control register

•	 evidence of feedback loops, 
contract and interdependency 
management

•	 organisation chart for relevant 
areas of the entity. 

This guidance document provides 
more detail on the focus areas in  
the following sections.
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1	  For simplicity, we use the term “digital projects” to refer to a digital and ICT-enabled investment which uses technology as the 
primary lever for achieving expected outcomes and benefits. This includes investments which are transforming the way people and 
businesses interact with the Australian Government and improving the efficiency and effectiveness of Australian Government operations, 
including through automation, using agile, hybrid or waterfall approaches.
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Transformation  
Vision 

Purpose, Business Case and Benefits

For a digital project to contribute to agency effectiveness 
and service delivery, the business purpose that the 
transformation project facilitates needs to be clearly 
articulated and supported.1-4 Delivery confidence can be 
higher where there is a transformative vision that people 
rally around.10,11 The Data and Digital Government 
Strategy sets the vision for the Australian Government’s 
use of data and digital technologies to 2030.

The purpose and vision for a transformation should be 
supported by a strong business case, with clear outcomes 
and scope that is aligned with the needs of the business 
area.1,6  Financial and non-financial benefits and disbenefits 
should be defined and actively monitored, and project 
scope should be aligned with achieving benefits and 
minimising impact.5,22,23

Relevant DTA Policy  
Benefits Management Policy for  
Digital and ICT-Enabled Investments 

The Benefits Management Policy defines how benefits 
must be managed across the Australian Government 
digital and ICT portfolio. The Policy supports agencies to 
deliver digital and ICT outcomes by detailing investment 
oversight requirements and providing guidance on 
benefits management.

Policy Link >

Purpose
DCA Tolerances

H
igh

A clear and unambiguous purpose that is 
inspiring, consistent across stakeholder 
groups and meets stakeholder needs.

M
edium

 H
igh

A purpose that broadly represents 
stakeholder needs and interests.

M
edium

A purpose has been developed, but with 
limited consultation or commitment from 
the business area it will impact.

M
edium

 Low

A purpose that doesn’t accurately or 
consistently represent business needs.

Low A technology-centric purpose or 
misalignment on the purpose.

https://www.dataanddigital.gov.au/
https://www.dataanddigital.gov.au/
https://www.dta.gov.au/sites/default/files/2024-01/BMP_V1_DTA.pdf
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Business Case
DCA Tolerances

H
igh

Business case shows robust consideration 
of options, clear rationale for the project, 
detailed and realistic estimates for cost and 
time, and measurable success criteria.

M
edium

 H
igh

Business case shows consideration of 
options, rationale for the project, estimates 
for cost and time, and measurable 
success criteria.

M
edium

Business case shows limited 
consideration of options, rationale for the 
project, estimates for cost and time, and 
success criteria.

M
edium

 Low

Business case largely makes an 
argument for one option, without fair 
consideration of alternatives.

Low Limited or no business case.

Benefits and Impacts
DCA Tolerances

H
igh

Benefits align to strategic direction, are 
measurable and evidence based, include 
financial and non-financial measures and, 
where appropriate, disbenefits. Business 
leaders are accountable. Benefits and 
disbenefits are integrated into the governance 
approach and are actively managed. 

M
edium

 H
igh

Benefits show consideration of strategic 
direction, are measurable, and integrated 
into governance.

M
edium

Benefits are identified,  
but not actively managed.

M
edium

 Low

Benefits are acknowledged but 
insufficiently articulated or managed,  
or not measurable.

Low No consideration of benefits, or multi-
year project that is yet to demonstrate a 
credible path to realising claimed benefits.
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Governance  
and Leadership

Executive Support and  
Governance Effectiveness

Effective governance and leadership are essential to 
effective digital projects. This includes strong business 
leadership and senior executive support.6,7 Consultation 
with the relevant minister is beneficial before approval and 
throughout delivery.8 It is important that senior executives, 
the SRO and steering committee have the adequate 
work capacity to govern the transformation, are aligned 
on the need for change,2-4 and have the general digital 
literacy2,9,10 and relevant experience to govern delivery.19 
The senior executives should foster innovation, agility and 
adaptability to the inevitable change that comes with the 
uncertainty common in digital projects.10,12 The governance 
and leadership team need to foster effective and open 
communication, and have appropriate skills and emotional 
intelligence.1,7

Governance structures need to be appropriate to the 
size, pace and complexity of the transformation. The 
project should be business-led, not technology-led,2,3 
with feedback-loops that allow for continuous review 
of benefits, impacts and governance in the face of 
discovery and learning during delivery.5 Governance 
processes should ensure project alignment to enterprise 
risk appetite5 and be supported by sufficiently detailed 
information to support governance decision-making. 
Delivery confidence can be higher where progress is 
visible or evident, and lower where there is a lack of 
detailed up-front planning or measured only by project 
expenditure.8

Governance roles need to be clearly defined. The 
SRO needs to have accountability for the business 
area impacted by the change, and have accountability 
for the project.1,13 The steering committee needs to be 
empowered to make decisions, with a clear separation 
between decision-making and stakeholder engagement 
forums.9,13 A culture of transparency and learning should 
be evident, for example, that the leadership team support 
regular assurance activity, proactively respond to lessons 
learned, reports reflect good and bad news, and benefits 
and disbenefits are monitored. 

Relevant DTA Policy  
Assurance Framework for Digital & ICT Investments   

The Assurance Framework for Digital and ICT Investments 
supports agencies in planning and implementing fit for 
purpose assurance arrangements.

Policy Link >

https://www.dta.gov.au/sites/default/files/2022-12/Assurance%20Framework_DTA_V2.1_091222_ACC.pdf
https://www.dta.gov.au/sites/default/files/2022-12/Assurance%20Framework_DTA_V2.1_091222_ACC.pdf
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Senior Executive Support 
DCA Tolerances

H
igh

Senior executives, the SRO and steering 
committee have the adequate capacity 
to govern the project and are highly 
experienced in the area. They proactively 
foster a culture that is open to learning and 
bad news.

M
edium

 H
igh

Senior executives, the SRO and steering 
committee have the capacity to govern 
the project and are experienced in the 
area. There is evidence of a culture that is 
open to learning and bad news.

M
edium

Senior executives, the SRO and steering 
committee have some capacity and 
relevant capability. The culture shows 
limited openness to learning and bad news.

M
edium

 Low

Senior executives, the SRO and steering 
committee are involved, but lack capacity 
and/or relevant capability. Events affecting 
project progress are not openly aired. 

Low No substantive senior executive 
involvement.  Low SRO or steering 
committee engagement. Defensiveness 
or resistance to scrutiny.

Governance Effectiveness 
DCA Tolerances

H
igh

Steering committees are empowered 
to make decisions. Governance roles are 
clearly defined. Decisions are fast and 
informed. The SRO takes accountability for 
the project and impacted business areas. 
Clear ownership of business and delivery 
team issues.  

M
edium

 H
igh

Steering committees are empowered to 
make decisions. Governance roles are 
defined. The SRO takes accountability for 
the project. Generally recognised ownership 
of business and delivery team issues.

M
edium

Steering committee decision-making 
occurs but is not always timely. Governance 
roles are broadly defined. The SRO takes 
accountability for the project. 

M
edium

 Low

Steering committee decision-making is 
ineffective or not timely. Governance roles 
are ill- defined. 

Low Substantive issues related to role clarity. 
Duplication, re-prosecuting or lack of 
timeliness in decision-making. Lack of 
accountability or finger-pointing. 
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Capability  
and Engagement

Resource Management and Capability

Delivery confidence can be higher where the agency has 
adequate capacity and appropriate skills and expertise, 
including in areas such as architecture and systems 
integration1,2,6,7 and is investing in capability development.18 
Other aspects that heighten confidence are evidence of 
clear roles and responsibilities,1 particularly in projects 
involving collaboration and interdependencies that cross 
functional and organisational boundaries, and where 
there are processes for skills transfer, sharing knowledge 
and data.2,4,14 Effective cross-disciplinary teams can 
also enhance confidence, particularly in AI solution 
development. Delivery confidence is reduced where 
turnover is high, there are skills shortages, overuse of 
consultants or where capability development is limited, 
or where funding models are misaligned with the project 
lifecycle risking to resource continuity.8

DCA Tolerances

H
igh

In-house staff have direct experience 
in managing the delivery of relevant 
technologies. Sufficient skilled staff are 
available and roles and responsibilities are 
appropriately and clearly defined. There 
are processes in place for skills transfer 
and knowledge management.

M
edium

 H
igh

There are some gaps in capability but 
training and skills transfer plans are in 
place. There is sufficient clarity in role 
responsibilities.

M
edium

There are significant skills gaps and a lack 
of clarity in roles and responsibilities. 

M
edium

 Low

Lack of clarity in roles and responsibilities 
and skills shortages are impacting delivery 
of the project and elements of the solution 
that are outside the project’s control.

Low There are significant skills and capacity 
gaps that are impacting delivery.  
Resource turnover is high and there is an 
overuse of consultants and contractors.
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Stakeholder Engagement 

Government digital projects can involve a complex 
ecosystem of stakeholders with direct impact on 
transformation effectiveness. Successful delivery relies 
upon user, client and senior executive involvement in the 
formulation of project goals and scope and in project 
decision-making.6,7,14 Cross agency inter-dependencies 
can affect delivery confidence, separating delivery and 
the business across multiple agencies, confounding 
understanding of responsibility and ownership. Effective 
stakeholder engagement will reveal dependencies that 
are beyond project control but affect delivery confidence, 
such as licensing, regulations, policies, data sharing and 
interfaces with systems over jurisdiction boundaries. 
Lack of engagement with suppliers on the feasibility of 
objectives prior to contracting can reduce confidence 
on high ambition transformations involving unfamiliar 
technology.8,9

Relevant DTA Policy  
Digital Experience Policy  

The Digital Experience Policy (the Policy) sets agreed 
benchmarks for the performance of digital services 
and supports agencies to design and deliver better 
experiences by considering the broader digital service 
ecosystem. The Policy supports a whole-of-government 
focus on improving the experience for people and 
business interacting digitally with government information 
and services, setting a benchmark for good digital 
services and integrating data based on real-world use. 
Through a phased implementation, agencies will be 
required to meet four standards the: Service Standard, 
Inclusion Standard, Access Standard and Performance 
Standard.

Policy Link >

DCA Tolerances

H
igh

Substantial early and sustained engagement 
with people who are influential, impacted 
or involved in the project, allowing for a 
nuanced understanding of needs and 
interdependencies.

M
edium

 H
igh

Substantial early engagement and 
limited ongoing engagement, allowing 
for a good understanding of needs and 
interdependencies.

M
edium

Early engagement with some stakeholders 
but limited ongoing engagement.

M
edium

 Low

Key stakeholder groups are not 
engaged.  Assumptions not tested 
with the people themselves.

Low No engagement.  
Little basis for assumptions.

https://www.digital.gov.au/policy/digital-experience
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Delivery Management
This criterion considers whether project process and management systems are established 
and followed, with reference to those processes most significant in digital projects.

Schedule

As with all projects, the adequacy of schedule 
management processes7 including identification of 
variance against baseline, establishing trends for the major 
elements of projects,1 identification and management of 
the critical path1,5 and project manager ownership  of the 
schedule1 all affect delivery confidence. 

For digital projects, pressure to start delivery quickly 
instead of developing a robust business case8 has been 
found to reduce confidence, potentially resulting in the 
schedule not representing the full complexity of the task15 
and not accounting for essential interdependencies.2 
This can lead to unrealistic expectations of digital 
project pace.8 Due to the uncertainties involved in many 
digital projects, contingency should also be included in 
schedules to allow for learning during delivery.8

DCA Tolerances

H
igh

The project schedule covers the 
entire scope for the solution, is used 
to inform management action and is 
actively updated.  Progress assessed on 
estimate to complete. There is sufficient 
contingency for the risk of the project.  

M
edium

 H
igh

A schedule measurement baseline 
exists with a critical path. This provides 
the basis for management of change.

M
edium

The schedule appears accurate but is not 
actively updated. Measurement against 
baseline is not consistent or regular.

M
edium

 Low

The schedule appears mostly 
complete but is not being used to 
inform management action. 

Low The schedule does not cover the complete 
scope. The critical path is not being 
managed. The schedule is not being used 
to support management action. Progress 
assessed on time spent. No contingency.
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Cost and Finance

Delivery confidence can be higher where there is 
evidence of regular monitoring of cost, value and revenue, 
with any variation attributed to specific causes and with 
appropriate delegations.1 The DCA should consider 
whether the baseline cost estimate is realistic, or whether 
there is evidence of optimism bias, or underestimation 
of budgets and overestimation of benefits to facilitate 
initiation.15

Funding continuity can also affect delivery confidence. 
Factors to consider include the budget allocation for 
development after go-live, and to support the training and 
organisational change management activities needed to 
realise benefits. Budgets also need to cater for recurrent 
costs post implementation, for example, accounting for 
ongoing Op-Ex to support cloud-based digital solutions.8

DCA Tolerances

H
igh

Cost, value and revenue are 
realistically estimated, forecast and 
monitored continuously. The project 
is at, or ahead of, budget.

M
edium

 H
igh

Cost, value and revenue are forecast 
and monitored regularly. The project 
is at, or ahead of, budget.

M
edium

The project is at, or ahead of, budget.  
Cost is monitored regularly.

M
edium

 Low

The project is behind budget.  
Cost is monitored regularly.

Low Cost is not actively monitored.  
The project is over budget or there  
is no certainty of current status.
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Scope and Change Control

The abstract nature of digital solutions can make scope 
management more difficult than for projects with tangible 
outputs. Robust scope management and change control 
processes are needed that drive management action.1 
Scope definition should include data management and 
conversion, integration and interfacing, reporting, change 
management,16 as appropriate. During scoping, projects 
should engage in rigorous up-front analysis about 
overarching design, consideration of options, critical 
interdependencies and business problem identification. 
This is of particular importance when using agile in larger 
projects where these concerns can be overlooked.8,19

Processes need to account for changes in business 
requirements due to shifting business needs or discovery 
of misconceptions,8 reflecting budget cuts in scope 
changes,15 and highlighting reductions in scope to meet 
time or cost constraints. Projects that push scope into 
subsequent tranches, even through official change 
processes, can impact upon delivery confidence.

DCA Tolerances

H
igh

A clear scope with measurable 
acceptance criteria, aligned to business 
need, refined through recent consultation 
with users, suppliers, project team and 
senior management, including benefits 
realisation activities. Change is minimal 
and well controlled.

M
edium

 H
igh

A clear scope with acceptance criteria aligned to 
business need, developed through consultation 
with users, suppliers, project team and senior 
management, including benefits realisation 
activities. Change control may be slow to reflect 
implications of change across project. 

M
edium

A scope referencing business need, 
developed with some consultation with 
users, suppliers, project team and senior 
management. Change control processes 
exist but is incomplete or needs improvement. 

Movement of scope between tranches is 
reflected in adjusted budget and schedule.

M
edium

 Low

A scope that lacks sufficient definition or 
clarity on acceptance criteria. Informal or 
undocumented change control.

Low Absence of scope definition or 
acceptance criteria. Change is not being 
controlled or substantial scope is being 
moved to subsequent tranches.
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Risk Management

Risk management practices are reflected throughout the 
other categories, however delivery confidence can be 
improved with evidence of proactive risk management, 
clear and appropriate ownership of risk and active 
management of issues. Confidence is impacted where 
risk management is treated exclusively as a compliance 
exercise, where risk controls do not materially reduce risk 
or where there is blame and confusion result from risks 
being triggered.  

DCA Tolerances

H
igh

Risks are actively discussed and 
managed in governance forums and 
aligned with the risk register. Ownership 
of risk and related activity is clear. 
Controls are effective.

M
edium

 H
igh

There is a sufficient understanding 
and reporting of the material risks 
impacting the project.

M
edium

Risk management is a compliance 
activity.  There is limited understanding 
and awareness of the key risks 
impacting the project. 

M
edium

 Low

There are significant risks and 
issues that are not adequately 
controlled or reported.

Low There is minimal understanding of the 
key risks, there are significant issues 
impacting project delivery and finger 
pointing on who is responsible.
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Commercial Management

Factors that improve delivery confidence in commercial 
management include flexibility in the contract to allow for 
learning and change in delivery, clarity in the roles and 
responsibilities and appropriate risk/reward sharing.1, 8,19 
Contracts should include clearly defined management 
processes, incentives and deliverables,1 and should 
be designed to avoid counterproductive terms and 
conditions, such as over reliance on individual day rate 
contractors.15 

Other factors to consider when assessing delivery 
confidence include the supplier performance,8 supplier 
capacity and capability,19 and the degree of integration of 
suppliers in the delivery organisation.1 Early engagement 
with commercial partners can also improve delivery 
confidence,19 developing stronger working relationships 
and a more realistic understanding of objective feasibility.

Relevant DTA Policy  
Digital Sourcing Policy    

Digital sourcing policies exist to provide agencies with a 
modern approach to structuring contracts that reduces 
risk, drives competitive outcomes, increases flexibility and 
fairness, and encourages competition.

Policy Link >

DCA Tolerances

H
igh

Procurement decisions are made on 
detailed analysis of reliable and complete 
data. The contract has clearly defined 
deliverables, management processes and 
anticipates change. There is a productive 
relationship between the agency and 
contractors.

M
edium

 H
igh

Procurement decisions are made on analysis 
of data. The contract has defined deliverables, 
management processes and anticipates 
change. There is an established relationship 
between the agency and contractors.

M
edium

Procurement decisions are made on data. 
The contract identifies deliverables but 
does not accommodate change. There is a 
working relationship between the agency 
and contractors.

M
edium

 Low

Procurement decisions are made on 
incomplete data with poorly formulated 
criteria. The contract may lead to some 
counterproductive behaviour. There is a 
degrading relationship with the contractor.

Low Procurement decisions are made on 
flawed or incomplete data without explicit 
criteria. The contract does not provide an 
effective basis for contractor management 
or delivery. There is an adversarial 
relationship with the contractor.

https://www.dta.gov.au/government-architecture/strategies-policies-standards/policies#digital_sourcing_policy
https://www.dta.gov.au/government-architecture/strategies-policies-standards/policies#digital_sourcing_policy
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Solution

Technology

Often digital projects involve innovating with technologies 
that are unfamiliar or untested, which can affect delivery 
confidence.8 Strategies to elevate confidence include 
iterative deployment strategies that build capability and 
confidence. 

Other areas for attention include interfaces with legacy 
systems, including the ways new systems interact with, 
or replace, aging legacy systems, while maintaining 
essential services.8 Aging legacy systems can affect the 
system stability upon which the transformation may be 
reliant.19 Legacy system dependencies need thorough 
analysis.8 Assumptions about legacy data coherence and 
consistency can be particularly problematic, especially for 
projects involving transfer to cloud services.8,19 

More generally, the solution needs to conform to the 
technical architecture5 of the business area.

For commercial off the shelf software, the degree of fit 
with business requirements and degree of change that will 
be required to software or service5 can reduce delivery 
confidence. 

For AI-based transformation, detailed understanding of 
how AI will be used within the business environment is 
essential,19 as is consideration of human rights, privacy 
and ethics implications, particularly for AI.16 Consideration 
should be given for AI solution reliability and safety, and the 
transparency, explainability and contestability of decisions 
made using AI solutions.24 For reference, the Australian 
Government has developed Australia’s AI Ethics 
Principles which are foundational to Australia’s safe and 
responsible adoption of AI.  The Policy for the responsible 
use of AI in government builds on this foundation and 
aims to ensure that government plays a leadership role in 
embracing AI for the benefit of Australians.

DCA Tolerances

H
igh

In-house expertise in the technology.  
Ability to challenge supplier expertise.

M
edium

 H
igh

Significant in-house familiarity  
with the technology.

M
edium

Some in-house familiarity  
with the technology.

M
edium

 Low

Low in-house experience  
with the technology.  
Largely reliant on supplier capability.

Low No in-house familiarity with the 
technology. Complete reliance on 
contractor expertise.

https://www.industry.gov.au/publications/australias-artificial-intelligence-ethics-framework/australias-ai-ethics-principles
https://www.industry.gov.au/publications/australias-artificial-intelligence-ethics-framework/australias-ai-ethics-principles
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Solution Context

Because digital solutions are highly interconnected, 
delivery confidence can be impacted by organisational, 
procedural, policy, regulatory and human system 
interdependencies.6 Delivery confidence can be 
improved when there is evidence of strong alignment 
with technical architecture, policy and standards, and 
active management of interdependencies beyond the 
project’s control.  Delivery confidence can be reduced 
where important factors are outside the project’s control, 
particularly where policy or legislative reform is required, 
or where delivery and operational responsibilities are in 
separate agencies.5 

Relevant DTA Policies  
Artificial Intelligence in government 

The Policy for the responsible use of AI in government 
positions the Australian Government to be an exemplar of 
safe, responsible use of AI. It aims to create a coordinated 
approach to government’s use of AI and has been 
designed to complement and strengthen – not duplicate 
– existing frameworks in use by the APS. The policy is 
designed to evolve over time as the technology changes, 
leading practices develop, and the broader regulatory 
environment matures.

Policy Link >

Australian Government Architecture 

The Australian Government Architecture (AGA) facilitates 
capability-based information and guidance (policy, 
standards and designs) to promote opportunities for re-
use and make it easier to understand how the directions 
and decisions of government for digital fit together. 

In this way, the AGA can be used as a decision-
making construct that supports more informed digital 
investments.

Policy Link >

 

https://www.digital.gov.au/policy/ai?utm_source=dta.gov.au&utm_medium=blog&utm_campaign=AI%20policy%20launch
https://www.digital.gov.au/policy/ai?utm_source=dta.gov.au&utm_medium=blog&utm_campaign=AI%20policy%20launch
https://architecture.digital.gov.au/
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Project Interdependencies
DCA Tolerances

H
igh

Project is largely a closed system with tight 
boundaries and no critical dependencies 
outside the project’s control.

M
edium

 H
igh

Project is largely isolated from external 
influence but has minor well-managed 
interdependencies outside project control.

M
edium

Project is subject to some external 
influence, but interdependencies are 
being actively managed.

M
edium

 Low

Project is affected by external influence 
and is aware of interdependencies.

Low Projects spans multiple departments 
or agencies, with unclear or complex 
interdependencies.

Legacy Dependencies  
DCA Tolerances

H
igh

No legacy dependencies, or 
dependencies are fully understood and 
the transformation is near complete.

M
edium

 H
igh

Minimal legacy dependencies that 
are generally understood.

M
edium

Some legacy dependencies with some 
testing of assumptions about implications.

M
edium

 Low

Significant legacy dependencies, 
with minimal testing of assumptions 
about implications.

Low Major legacy dependencies with  
uncertain implications for the project.



Assurance Research Series 01   |   DTA  |  USYD 23

Deployment and Sustainability

Delivery confidence can be impacted by the deployment 
strategy. High levels of hyper care, iterative deployment  
to refine the solution and effort to build capability  
can improve confidence and minimise risk.2,5-8,14,17,19  
Large scale, big-bang or fast-paced deployment can 
lower confidence due to unrealistic estimates of time, cost 
and benefits,8,19 reducing opportunity to develop a solution 
that suits different business area needs.

Transition to BAU
DCA Tolerances

H
igh

Transition to BAU co-created 
with business, scoped, budgeted 
and scheduled.

M
edium

 H
igh

Consultation with business on BAU and 
accounted for in business case.

M
edium

Consultation with business on BAU and 
partially accounted for in business case.

M
edium

 Low

Some consideration of transition to 
BAU, but not sufficiently accounted 
for in planning. No consultation 
with business on BAU.

Low Transition to BAU considered 
out of scope.
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Other Considerations  
in Determining a DCA

This guide is not intended to be used in a prescriptive 
or formulaic way. Rather, it provides support to an 
independent assurer by providing the evidence on what 
has been found to contribute to digital project success 
and failure. Similarly, there is no prescribed template. 
Rather, agencies are encouraged to incorporate these 
assessments into their own governance processes in 
managing assurance activities and their outcomes. 

When providing a DCA, assurance providers are 
encouraged to briefly comment on what has informed 
their confidence assessment. This guide can be used  
as a framework to structure this commentary.

Not all criteria can be considered equal at all stages of 
a project. For example, a lack of purpose for a project in 
terms of the business value and benefits might warrant an 
overall DCA red rating, despite other factors being green. 
A lack of awareness or control over inter-agency system 
dependencies on a multi-agency project with a tight 
delivery schedule might warrant a rating of low confidence 
despite strength in other areas. Similarly, low supplier 
capability or capacity could warrant a low DCA if coupled 
with low in-house capability.

It is also anticipated that delivery confidence will change 
throughout the project. For example, when working with 
any but very familiar technologies, it could be difficult 
to justify high confidence against schedule and cost 
until the later stages of a project, especially given the 
frequency of over-time and over-budget projects. The 
relevance of some elements will also vary based on 
whether the delivery team are using an agile, hybrid or 
waterfall approach to delivery. For example, while agile 
approaches may tend to de-emphasise up-front planning, 
this can be problematic in large projects with many 
interdependencies. Digital projects are both highly context 
dependant and vary significantly based on the degree of 
digital transformation they entail. 

Finally, it is possible that the project status reporting 
indicates a DCA rating that is different to the DCA 
delivered by the assurance activity. This could happen 
when the assurance report reveals a mismatch between 
project documentation informing assurance and the active 
risks and issues that are manifesting in the project.

Consequently, while this document may provide a 
guide, any DCA rating must rest on the expertise and 
discretionary judgment of the independent assurance 
provider. 
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Further  
Information

The Digital  
Transformation  
Agency  
(DTA)

The Digital Transformation Agency (DTA) is the  
Australian Government’s advisor for its digital 
transformation agenda. The DTA's mandate is to  
provide strategic advice, coordination and assurance 
across the Australian Government's portfolio  
of digital projects.

For further information and the latest versions 
of the DTA’s guidance documents and templates 
please visit our website or contact us at: 

dta.gov.au/assurance

Proposed investments:  
investment@dta.gov.au 

In-flight investments:  
portfolio.assurance@dta.gov.au 

Benefits management:  
benefits.management@dta.gov.au

John Grill Institute  
for Project Leadership,  
The University  
of Sydney

The John Grill Institute for Project Leadership conducts 
breakthrough research into project leadership, delivers 
world-leading executive education and works with 
industry, government and communities to shape future 
projects and their outcomes.

John Grill Institute for Project Leadership 

http://dta.gov.au/assurance
mailto:investment@dta.gov.au
mailto:portfolio.assurance@dta.gov.au
mailto:benefits.management@dta.gov.au
https://www.sydney.edu.au/engineering/our-research/infrastructure-and-transport/john-grill-institute-for-project-leadership.html
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